
 PROTEGE TUS
DATOS PERSONALES5. 

Comprueba la página web oficial de la marca o
empresa para ver si la oferta es real.

¡QUÉ NO TE
METAN PRISA!6. 

Sea lo que sea, hay
tiempo para buscar
información.

No compartas datos
bancarios si no estás seguro.

TEN CUIDADO CON LOS SORTEOS Y LAS OFERTAS
¡NADIE REGALA NADA!

¿QUIÉN 
LO ENVÍA?2. 

FÍJATE EN LA URL
O EL ENLACE A LA
PÁGINA WEB.

Ten cuidado si no
reconoces el nombre o si
está mal escrito.

3. 

Si la dirección de
correo electrónico
te parece extraña
después del
símbolo «@», no lo
abras.

Si tiene errores o está
mal escrito, puede
ser una estafa.

4. ¡FÍJATE EN LA
ORTOGRAFÍA!

CÓMO DETECTAR UNA ESTAFA
A TRAVÉS DE SMS, WHATSAPP,
CORREO ELECTRÓNICO...

1. 


