
PROTECT YOUR
PERSONAL DATA5. 

Check the official website of the brand or
company to see if the offer is real.

DON'T GET
RUSHED!6. 

Whatever it is, there
is time to look for
information.

Do not share bank details if
you are not sure.

BEWARE OF SWEEPSTAKES AND OFFERS
NOBODY GIVES ANYTHING FOR FREE!

WHO
SENT IT?2. 

LOOK AT THE URL
OR THE LINK TO
THE WEBSITE

Be careful if you do not
recognize the name or it
is misspelled.

3. 

If the email
address looks
strange after the
“@”, do not open it.

If it has mistakes or is
badly written it can
be a scam.

4. WATCH THE
SPELLING!

HOW TO DETECT A SCAM VIA
CELL PHONE SMS, WHATSAPP,
EMAIL ....

1. 


